‘nimbusec

% website security & compliance

= Which of your websites are targets for attack?
= Are your websites compliant with the GDPR?
= Do you have full overview & control over all your company’s websites?



WHAT DOES NIMBUSEC FIND,
HAT OTHERS DON'T?

Nimbusec Discovery creates an overview of all your globally distributed websites.

Nimbusec Website Security alerts on acute security incidents such as malware distribution and
defacements by continuously simulating vulnerable website visitors.

Nimbusec Compliance reveals breaches of your websites against GDPR regulations.

All Nimbusec solutions can be used on any public website - without Permission to Attack and
can be fully integrated into your existing security & compliance infrastructure.
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* website security & compliance

PRODUCT PORTFOLIO

NIMBUSEC DISCOVERY

With Nimbusec Discovery, global Internet presences can be mapped in minutes and risks can be
preemptively avoided. In addition, Discovery also serves as a management tool to manage continu-

OUS monitoring.

= Web asset management for thousands of globally distributed websites
* Weekly updated WHOIS search

» Risk assessment

= Security & compliance monitoring control

NIMBUSEC WEBSITE COMPLIANCE MONITOR

@ Nimbusec Website Compliance Monitor continuously monitors public websites according to
compliance rules regarding GDPR, UWB and internal requirements. A comprehensive REST AP
enables automated and fully integrated data protection monitoring for all of your group’s websites.

Compliance monitoring for:

« Personal data collection

« Unencrypted transfer of personal data

= Cookies, tracker, imprint & privacy policy

» Social media integration

. Company-specific compliance rules

- Ongoing expansion in line with current ECJ rulings & data protection recommendations

NIMBUSEC WEBSITE SECURITY MONITOR

Since 2013, Nimbusec Website Security Monitor alerts on acute security incidents on public web-
sites. Full integration in enterprise environments guarantees fast response and maintenance-free
operation, even for thousands of websites worldwide.

= Process integration

= Security incident monitoring for public websites
= Malware, defacement & blacklisting

» HTTPS

= Outdated software




SECURITY- & COMPLIANCE MONITORING
FOR GLOBALLY DISTRIBUTED ENTERPRISE WEBSITES

IN DAILY USE AT
‘ Daimler AG
Energie AG

KPMG Security Services

Raiffeisen Bank International
Red Bull GmbH

AWARDED WITH
= Finaki IT-Innovation Award 2017
= KPMG Cyber Security Start-Up 2015

= Austria’s Next Top Start-Up 2013

HOW TO REACH US

AUSTRIA GERMANY
+43 732 860 626 +49 892 648 00 98

office@nimbusec.com office@nimbusec.de
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